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Doc Code: TR.PROV
Document Description: Provisional Cover Sheet (SB16)

PTO/SB/16 {01-22)

Approved for use through 05/31/2024. OMB 0651-0032

U.S. Patent and Trademark Cffice: U.S. DEPARTMENT OF COMMERCE

Under the Paperwork Reduction Act of 19985, no persons are required to respond to a collection of information unless it displays a valid OMB control number

Provisional Application for Patent Cover Sheet
This is a request for filing a PROVISIONAL APPLICATION FOR PATENT under 37 CFR 1.53(c)

Inventor(s)

inventor 1

Given Name Middle Name Family Name City State Country j
'Vlarc R. DESCHENAUX [Geneva CH
All Inventors Must Be Listed — Additional Inventor Information blocks may be Add

generated within this form by selecting the Add button.

Title of Invention UNIVERSAL UNITED STATES SECURITIES WRAPPER

Attorney Docket Number (if applicable) P25053US00

Correspondence Address

Direct all correspondence to (select one):

(® The address corresponding to Customer Number (O Firm or Individual Name

Customer Number 6418

The invention was made by an agency of the United States Government or under a contract with an agency of the United
States Government.

e No.

Yes, the invention was made by an agency of the United States Government. The U.S. Government agency name is:

Yes, the invention was under a contract with an agency of the United States Government. The name of the U.S.
Government agency and Government contract number are:

EFS - Web 1.0.2



Doc Code: TR.PROV

Document Description: Provisional Cover Sheet (SB16)
PTO/SB/16 {01-22)
Approved for use through 05/31/2024. OMB 0651-0032
U.S. Patent and Trademark Cffice: U.S. DEPARTMENT OF COMMERCE
Under the Paperwork Reduction Act of 19985, no persons are required to respond to a collection of information unless it displays a valid OMB control number

Entity Status
Applicant asserts small entity status under 37 CFR 1.27 or applicant certifies micro entity status under 37 CFR 1.28

® Applicant asserts small entity status under 37 CFR 1.27

(O Applicant certifies micro entity status under 37 CFR 1.29. Applicant must attach form PTO/SB/15A or B or eguivalent.

O No

Warning

Petitioner/applicant is cautioned to avoid submitting personal information in documents filed in a patent application that may
contribute to identity theft. Personal information such as social security numbers, bank account numbers, or credit card
numbers (other than a check or credit card authorization form PTO-2038 submitted for payment purposes) is never required
by the USPTO to support a petition or an application. If this type of personal information is included in documents submitted
to the USPTO, petitioners/applicants should consider redacting such personal information from the documents before
submitting them to USPTO. Petitioner/applicant is advised that the record of a patent application is available to the public
after publication of the application (unless a non-publication request in compliance with 37 CFR 1.213(a) is made in the
application) or issuance of a patent. Furthermore, the record from an abandoned application may also be available to the
public if the application is referenced in a published application or an issued patent (see 37 CFR1.14). Checks and credit
card authorization forms PTO-2038 submitted for payment purposes are not retained in the application file and therefore are
not publicly available.

Signature

Please see 37 CFR 1.4(d) for the form of the signature.

Signature Richard J. Brown/ Date (YYYY-MM-DD)} |p022-11-08
First Name Richard Last Name Brown Reglstrathn Number 6414
(If appropriate)

This collection of information is required by 37 CFR 1.51. The information is required to obtain or retain a benefit by the public which is to
file (and by the USPTO to process) an application. Confidentiality is governed by 35 U.S.C. 122 and 37 CFR 1.11 and 1.14. This collection
is estimated to take 8 hours to complete, including gathering, preparing, and submitting the completed application form to the USPTO.
Time will vary depending upon the individual case. Any comments on the amount of time you require to complete this form and/or
suggestions for reducing this burden, should be sent to the Chief Information Officer, U.S. Patent and Trademark Office, U.S. Department
of Commerce, P.O. Box 1450, Alexandria, VA 22313-1450. DO NOT SEND FEES OR COMPLETED FORMS TO THIS ADDRESS. This
form can only be used when in conjunction with EFS-Web. If this form is mailed to the USPTO, it may cause delays in handling
the provisional application.

EFS - Web 1.0.2



Privacy Act Statement

The Privacy Act of 1974 (P.L. 93-579) requires that you be given certain information in connection with your submission of
the attached form related to a patent application or paten. Accordingly, pursuant to the requirements of the Act, please be
advised that : (1) the general authority for the collection of this information is 35 U.S.C. 2(b)(2); (2) furnishing of the
information solicited is voluntary; and (3) the principal purpose for which the information is used by the U.S. Patent and
Trademark Office is to process and/or examine your submission related to a patent application or patent. If you do not
furnish the requested information, the U.S. Patent and Trademark Office may not be able to process and/or examine your
submission, which may result in termination of proceedings or abandonment of the application or expiration of the patent.

The information provided by you in this form will be subject to the following routine uses:

1.

The information on this form will be treated confidentially to the extent allowed under the Freedom of Information
Act (5 U.5.C. 552) and the Privacy Act (5 U.5.C 552a). Records from this system of records may be disclosed to the
Department of Justice to determine whether disclosure of these records is required by the Freedom of Information
Act.

A record from this system of records may be disclosed, as a routine use, in the course of presenting evidence to
a court, magistrate, or administrative tribunal, including disclosures to opposing counsel in the course of settlement
negotiations.

A record in this system of records may be disclosed, as a routine use, to a Member of Congress submitting a
request involving an individual, to whom the record pertains, when the individual has requested assistance from the
Member with respect to the subject matter of the record.

A record in this system of records may be disclosed, as a routine use, to a contractor of the Agency having need
for the information in order to perform a contract. Recipients of information shall be required to comply with the
requirements of the Privacy Act of 1974, as amended, pursuant to 5 U.S.C. 552a(m).

A record related to an International Application filed under the Patent Cooperation Treaty in this system of
records may be disclosed, as a routine use, to the International Bureau of the World Intellectual Property
Organization, pursuant to the Patent Cooperation Treaty.

A record in this system of records may be disclosed, as a routine use, t o a n other federal agency for purposes
of National Security review (35 U.S.C. 181) and for review pursuant to the Atomic Energy Act (42 U.S.C. 218(c)).

A record from this system of records may be disclosed, as a routine use, to the Administrator, General Services,
or his/her designee, during an inspection of records conducted by GSA as part of that agency’s responsibility to
recommend improvements in records management practices and programs, under authority of 44 U.S.C. 2904 and
2906. Such disclosure shall be made in accordance with the GSA regulations governing inspection of records for this
purpose, and any other relevant (i.e., GSA or Commerce) directive. Such disclosure shall not be used to make
determinations about individuals.

A record from this system of records may be disclosed, as a routine use, to the public after either publication of
the application pursuant to 35 U.S.C. 122(b) or issuance of a patent pursuant to 35 U.S.C. 151. Further, a record
may be disclosed, subject to the limitations of 37 CFR 1.14, as a routine use, to the public if the record was filed in an
application which became abandoned or in which the proceedings were terminated and which application is
referenced by either a published application, an application open to public inspection or an
issued patent.

A record from this system of records may be disclosed, as a routine use, to a Federal, State, or local law
enforcement agency, if the USPTO becomes aware of a violation or potential violation of law or regulation.
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U.S. Patent and Trademark Cffice; U.S. DEPARTMENT OF COMMERCE

Under the Paperwork Reduction Act of 1995, no persons are required to respond to a collection of information unless it contains a valid CMB control number.

Application Data Sheet 37 CFR 1.76

Attorney Docket Number | P25053US00

Application Number

Title of Invention

UNIVERSAL UNITED STATES SECURITIES WRAPPER

The application data sheet is part of the provisional or nonprovisional application for which it is being submitted. The following form contains the
bibliographic data arranged in a format specified by the United States Patent and Trademark Office as outlined in 37 CFR 1.76.
This document may be completed electronically and submitted to the Office in electronic format using the Electronic Filing System (EFS) or the

document may be printed and included in a paper filed application.

Secrecy Order 37 CFR 5.2:

[ Portions or all of the application associated with this Application Data Sheet may fall under a Secrecy Order pursuant to
37 CFR 5.2 (Paper filers only. Applications that fall under Secrecy Order may not be filed electronically.)

Inventor Information:

Inventor [1

Remove

Legal Name

Prefix| Given Name Middle Name Family Name Suffix

| arc R. DESCHENAUX ]
Residence Information (Select One) US Residency e Non US Residency Active US Military Service

city |[eneva || Country of Residence | ] |

Mailing Address of Inventor:

Address 1 Rue Frangois Bonivard, 10

Address 2

City | [Seneva State/Province | |
Postal Code 1201 Countryi | |CH

All Inventors Must Be Listed - Additional Inventor Information blocks may be

generated within this form by selecting the Add button.

Add

Correspondence Information:

Enter either Customer Number or complete the Correspondence Information section below.
For further information see 37 CFR 1.33(a).

[ ] An Address is being provided for the correspondence Information of this application.

Customer Nu

mber

6418

Email Address

ptoipinbox@reedsmith.com

| Add Email | |Remove Email

Application Information:

Title of the Invention

UNIVERSAL UNITED STATES SECURITIES WRAPPER

Attorney Docket Number| P25053US00 Small Entity Status Claimed
Application Type Provisional
Subject Matter Utility

Total Number of Drawing Sheets (if any)

Suggested Figure for Publication (if any)

EFS Web 2.2.13
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Approved for use through 11/30/2020. OMB 0651-0032

U.S. Patent and Trademark Cffice; U.S. DEPARTMENT OF COMMERCE

Under the Paperwork Reduction Act of 1995, no persons are required to respond to a collection of information unless it contains a valid OMB control number.

Attorney Docket Number | P25053U800

Application Data Sheet 37 CFR 1.76

Application Number

Title of Invention UNIVERSAL UNITED STATES SECURITIES WRAPPER

Filing By Reference:

Only complete this section when filing an application by reference under 35 US.C. 111(c} and 37 CFR 1.57{a). Do not complete this section if
application papers including a specification and any drawings are being filed. Any domestic benefit or foreign priority information must be
provided in the appropriate section(s) below (i.e., “Domestic Benefit/National Stage Information” and “Foreign Priority Information”).

For the purposes of a filing date under 37 CFR 1.53(b), the description and any drawings of the present application are replaced by this
reference to the previously filed application, subject to conditions and requirements of 37 CFR 1.57(a). ]
Application number of the previcusly Filing date {YYYY-MM-DD) Intellectual Property Authority or Country

filed application

Publication Information:
[ ] Request Early Publication (Fee required at time of Request 37 CFR 1.219)

Request Not to Publish. | hereby request that the attached application not be published under

35 U.S.C. 122(b) and certify that the invention disclosed in the attached application has not and will not be the
subject of an application filed in another country, or under a multilateral international agreement, that requires
publication at eighteen months after filing.

Representative Information:

Representative information should be provided for all practitioners having a power of attorney in the application. Providing
this information in the Application Data Sheet does not constitute a power of attorney in the application (see 37 CFR 1.32).

Either enter Customer Number or complete the Representative Name section below. If both sections are completed the customer
Number will be used for the Representative Information during processing.

Please Select One: ¢ Customer Number US Patent Practitioner () Limited Recognition (37 CFR 11.9)
Customer Number D6418

Domestic Benefit/National Stage Information:

This section allows for the applicant to either claim benefit under 35 U.S.C. 119(e), 120, 121, 365(c), or 386(c) or indicate
National Stage entry from a PCT application. Providing benefit claim information in the Application Data Sheet constitutes
the specific reference required by 35 U.5.C. 119(e) or 120, and 37 CFR 1.78.

When referring to the current application, please leave the “Application Number” field blank.

Prior Application Status v Remove
Filing or 371(c) Date
Application Number Continuity Type Prior Application Number (YYYY-MM-DD)

-

Additional Domestic Benefit/National Stage Data may be generated within this form

by selecting the Add button. Add

EFS Web 2.2.13
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. Attorney Docket Number | P25053U800
Application Data Sheet 37 CFR 1.76

Application Number

Title of Invention UNIVERSAL UNITED STATES SECURITIES WRAPPER

Foreign Priority Information:

This section allows for the applicant to claim priority to a foreign application. Providing this information in the application data sheet
constitutes the claim for priority as required by 35 U.8.C. 119(b) and 37 CFR 1.55. When priority is claimed to a foreign application
that is eligible for retrieval under the priority document exchange program (PDX)I the information will be used by the Office to
automatically attempt retrieval pursuant to 37 CFR 1.55(1){(1) and (2). Under the PDX program, applicant bears the ultimate
responsibility for ensuring that a copy of the foreign application is received by the Office from the participating foreign intellectual
property office, or a certified copy of the foreign priority application is filed, within the time period specified in 37 CFR 1.55(g)(1).

Remove

Application Number Countryi Filing Date (YYYY-MM-DD) Access Codei (if applicable)

Additional Foreign Priority Data may be generated within this form by selecting the
Add button. Add

Statement under 37 CFR 1.55 or 1.78 for AIA (First Inventor to File) Transition
Applications

This application (1) claims priority to or the benefit of an application filed before March 16, 2013 and (2) also

contains, or contained at any time, a claim to a claimed invention that has an effective filing date on or after March
[] 16, 2013.

NOTE: By providing this statement under 37 CFR 1.55 or 1.78, this application, with a filing date on or after March

16, 2013, will be examined under the first inventor to file provisions of the AlA.

EFS Web 2.2.13
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. Attorney Docket Number | P25053U800
Application Data Sheet 37 CFR 1.76

Application Number

Title of Invention UNIVERSAL UNITED STATES SECURITIES WRAPPER

Authorization or Opt-Out of Authorization to Permit Access:

When this Application Data Sheet is properly signed and filed with the application, applicant has provided written
authority to permit a participating foreign intellectual property {IP) office access to the instant application-as-filed (see
paragraph A in subsection 1 below) and the European Patent Office {(EPO) access to any search results from the instant
application (see paragraph B in subsection 1 below).

Should applicant choose not to provide an authorization identified in subsection 1 below, applicant must opt-out of the
authorization by checking the corresponding box A or B or both in subsection 2 below.

NOTE: This section of the Application Data Sheet is ONLY reviewed and processed with the INITIAL filing of an
application. After the initial filing of an application, an Application Data Sheet cannot be used to provide or rescind
authorization for access by a foreign IP office(s). Instead, Form PTO/SB/39 or PTO/SB/69 must be used as appropriate.

1. Authorization to Permit Access by a Foreign Intellectual Property Office(s)

A. Priority Document Exchange (PDX) - Unless box A in subsection 2 (opt-out of authorization) is checked, the
undersigned hereby grants the USPTO authority to provide the European Patent Office (EPQ), the Japan Patent Office
{(JPO), the Korean Intellectual Property Office (KIPQ), the State Intellectual Property Office of the People’s Republic of
China (SIPQO)}, the World Intellectual Property Organization (WIPO), and any other foreign intellectual property office
participating with the USPTO in a bilateral or multilateral priority document exchange agreement in which a foreign
application claiming priority to the instant patent application is filed, access to: (1) the instant patent application-as-filed
and its related bibliographic data, (2) any foreign or domestic application to which priority or benefit is claimed by the
instant application and its related bibliographic data, and (3) the date of filing of this Authorization. See 37 CFR 1.14(h)

(1).

B. Search Results from U.S. Application to EPO - Unless box B in subsection 2 {opt-out of authorization) is checked,
the undersigned hereby grants the USPTO authority to provide the EPO access to the bibliographic data and search
results from the instant patent application when a European patent application claiming priority to the instant patent
application is filed. See 37 CFR 1.14(h)(2).

The applicant is reminded that the EPO’s Rule 141(1) EPC (European Patent Convention) requires applicants to submit a
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WORKING TITLE
UNIVERSAL UNITED STATES SECURITIES WRAPPER
FIELD OF THE DISCLOSURE

[0001] This disclosure relates to systems and methods for generating, transferring, and
redeeming fractionalized interests in assets. More particularly, this disclosure relates to systems
and methods that may be used to manage fractionalized interests in assets using decentralized
ledgers.

BACKGROUND

[0002] Fractionalized interests in business entities and commodities can be achieved through
exchange traded funds and similar models, but such models may be subject to significant legal and
regulatory requirements necessitated by the centralized management performed by employees,
managers, officers, and directors. The compliance and personnel costs associated with centralized
management of fractionally owned assets often renders fractional ownership cost-prohibitive.
[0003] Accordingly, there is a need for systems and methods that allow fractionalized interests
in digital assets to be generated, transferred, and redeemed for the original asset, and which provide
these benefits in a cost-effective manner.

SUMMARY
[0004] A first aspect provides a system for administering digital assets in a decentralized
network, the system comprising a non-transitory computer readable medium and one or more
processors, the system being configured to receive, from a first depositor account, a first set of one
or more fungible tokens; generate a smart contract configured to, in response to receiving the first
set of fungible tokens, generate a set of N1 fungible depositary tokens associated with the first set
of fungible tokens, wherein N1 represents the number of depositary tokens collectively
representing 100% of the ownership of the first set of fungible tokens; receive, from a first
networked node, a first bid for one or more of the depositary tokens from a first investor; determine
an amount of the depositary tokens to allocate to the first investor based on the first bid; allocate
the amount of the depositary tokens to the first investor; wherein the system further comprises a
distributed ledger for recording bids for the one or more of the depositary tokens and respective
allocated depositary tokens, wherein the distributed ledger is accessible by the first networked
node.

[0005] Embodiments of the system include the following, alone or in any combination.
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[0006] The first set of fungible tokens may comprise a set of units of a cryptocurrency.
[0007] The smart contract may be accessible to the first networked node, wherein the smart
contract further comprises a payout triggering event; and a plurality of predetermined electronic
actions for generating a smart contract output when the payout triggering event is met, wherein the
smart contract generates a payout to a user automatically when the payout event is triggered; and
wherein the execution of the smart contract is recorded to the distributed ledger.

[0008] The payout triggering event may be based on revenue or income associated with
monetization of the first set of fungible tokens.

[0009] The payout triggering event may be based on sale of a depositary token representing
fractional ownership of the first set of fungible tokens and the payout is income associated with
the sale and is paid to a depositor of the first set of fungible tokens.

[0010] The payout triggering event may be based on resale of a depositary token representing
fractional ownership of the first set of fungible tokens by a first investor in the depositary token to
another investor and the payout is income associated with the sale and is paid to the first investor.
[0011] The system comprising a distributed network of nodes wherein the one or more
processors are configured to execute the program instructions to cause the computing system to
receive, from a plurality of networked nodes, a plurality of bids for one or more of the depositary
tokens from a plurality of investors; determine an amount of the depositary tokens to allocate to
each of the plurality of investors based on the respective bid from each of the plurality of investors;
allocate the amount of depositary tokens to each of the plurality of investors; wherein the system
further comprises a distributed ledger for recording bids for the one or more of the depositary
tokens and respective allocated depositary tokens, wherein the distributed ledger is accessible by
the plurality of networked nodes.

[0012] The system may be further configured to receive a plurality of N" additional sets of
fungible tokens from a plurality of depositor accounts; generate a plurality of N" smart contracts,
each configured to in response to receiving an additional set of fungible tokens, generate N"
additional sets of fungible depositary tokens, each additional set of depositary tokens comprising
a number of depositary tokens which collectively represent 100% of the ownership of each
additional set of fungible tokens; to provide a plurality of sets of depositary tokens, each set of
which represents one of the plurality of additional sets of fungible tokens.

[0013] Each additional set of fungible tokens may comprise a set of units of a cryptocurrency.



[0014] Each smart contract further comprises a payout triggering event, and a plurality of
predetermined electronic actions for generating a smart contract output when the payout triggering
event is met, wherein the smart contract generates a payout to a user automatically when the payout
event is triggered; and wherein the execution of the smart contract is recorded to the distributed
ledger.

[0015] The system may be further configured to aggregate the N1 depositary tokens and at
least one set of N" depositary tokens into a pool of depositary tokens; and generate a set of pooled
depositary tokens, wherein each of the pooled depositary tokens comprises a fractionalized interest
in the pool of depositary tokens representing a proportional amount of the N1 and N" depositary
tokens.

[0016] Each smart contract may further comprise a payout triggering event; and a plurality of
predetermined electronic actions for generating a smart contract output when the payout triggering
event is met, wherein the smart contract generates a payout to a user automatically when the payout
event is triggered; and wherein the execution of the smart contract is recorded to the distributed
ledger.

[0017] The payout triggering event is based on revenue or income associated with
monetization of the first set of fungible tokens or any of the N™ additional sets of fungible tokens.
[0018] Another aspect provides a non-transitory computer readable storage medium
comprising program instructions embodied therewith; wherein the program instructions cause a
distributed networked computer system for managing fungible tokens, the distributed network
computer system comprising a distributed ledger and one or more processors configured to execute
the program instructions to receive, from a first depositor account, a first set of one or more
fungible tokens; generate a smart contract configured to, in response to receiving the first set of
fungible tokens, generate a set of N1 fungible depositary tokens associated with the first set of
fungible tokens, wherein N1 represents the number of depositary tokens collectively representing
100% of the ownership of the first set of fungible tokens; receive, from a first networked node, a
first bid for one or more of the depositary tokens from a first investor; determine an amount of the
depositary tokens to allocate to the first investor based on the first bid; allocate the amount of the
depositary tokens to the first investor, wherein the system further comprises a distributed ledger
for recording bids for the one or more of the depositary tokens and respective allocated depositary

tokens, wherein the distributed ledger is accessible by the first networked node.



[0019] Embodiments of the non-transitory computer readable storage medium include the
following, alone or in any combination.

[0020] The first set of fungible tokens may comprise a set of units of a cryptocurrency.
[0021] The smart contract may be accessible to the first networked node, wherein the smart
contract further comprises a payout triggering event; and a plurality of predetermined electronic
actions for generating a smart contract output when the payout triggering event is met, wherein the
smart contract generates a payout to a user automatically when the payout event is triggered; and
wherein the execution of the smart contract is recorded to the distributed ledger.

[0022] The payout triggering event may be based on revenue or income associated with
monetization of the first set of fungible tokens.

[0023] The payout triggering event may be based on sale of a depositary token representing
fractional ownership of the first set of fungible tokens and the payout is income associated with
the sale and is paid to a depositor of the first set of fungible tokens.

[0024] The payout triggering event may be based on resale of a depositary token representing
fractional ownership of the first set of fungible tokens by a first investor in the depositary token to
another investor and the payout is income associated with the sale and is paid to the first investor.
[0025] The system may further comprise a distributed network of nodes and wherein the one
or more processors are configured to execute the program instructions to cause the computing
system to receive, from a plurality of networked nodes, a plurality of bids for one or more of the
depositary tokens from a plurality of investors; determine an amount of the depositary tokens to
allocate to each of the plurality of investors based on the respective bid from each of the plurality
of investors; allocate the amount of depositary tokens to each of the plurality of investors;

[0026] wherein the system further comprises a distributed ledger for recording bids for the one
or more of the depositary tokens and respective allocated depositary tokens, wherein the
distributed ledger is accessible by the plurality of networked nodes.

[0027] The computing system may receive a plurality of N additional sets of fungible tokens
from a plurality of depositor accounts; generate a plurality of N" smart contracts, each configured
to, in response to receiving an additional set of fungible tokens, generate N" additional sets of
fungible depositary tokens, each additional set of depositary tokens comprising a number of

depositary tokens which collectively represent 100% of the ownership of each additional set of



fungible tokens; to provide a plurality of sets of depositary tokens, each set of which represents
one of the plurality of additional sets of fungible tokens.

[0028] Each additional set of fungible tokens may comprise a set of units of a cryptocurrency.
[0029] Each smart contract may further comprise a payout triggering event; and a plurality of
predetermined electronic actions for generating a smart contract output when the payout triggering
event is met, wherein the smart contract generates a payout to a user automatically when the payout
event is triggered; and wherein the execution of the smart contract is recorded to the distributed
ledger.

[0030] The system may be further configured to aggregate the N1 depositary tokens and each
set of N" depositary tokens into a pool of depositary tokens; and generate a set of pooled depositary
tokens, wherein each of the pooled depositary tokens comprises a fractionalized interest in the pool
of depositary tokens representing a proportional amount of the N1 and N" depositary tokens.
[0031] Each smart contract further comprises a payout triggering event, and a plurality of
predetermined electronic actions for generating a smart contract output when the payout triggering
event is met, wherein the smart contract generates a payout to a user automatically when the payout
event is triggered; and wherein the execution of the smart contract is recorded to the distributed
ledger.

[0032] The payout triggering event may be based on revenue or income associated with
monetization of the first set of fungible tokens or any of the N" additional sets of fungible tokens.
[0033] Another aspect comprises a method for administering digital assets in a decentralized
network, the method comprising, by a distributed network computer system comprising a
distributed ledger, a non-transitory computer readable storage medium having program
instructions embodied therewith; and one or more processors configured to execute the program
instructions, the computer system receiving, from a first depositor account, a first set of ,one or
more fungible tokens; generating a smart contract configured to, in response to receiving the first
set of fungible tokens, generate a set of N1 fungible depositary tokens associated with the first set
of fungible tokens, wherein N1 represents the number of depositary tokens collectively
representing 100% of the ownership of the first set of fungible tokens; receiving, from a first
networked node, a first bid for one or more of the depositary tokens from a first investor;
determining an amount of the depositary tokens to allocate to the first investor based on the first

bid; allocating the amount of the depositary tokens to the first investor; recording bids for the one



or more of the depositary tokens and respective allocated depositary tokens in the distributed
ledger, wherein the distributed ledger is accessible by the first networked node.

[0034] Embodiments of the non-transitory computer readable storage medium include the
following, alone or in any combination.

[0035] The first set of fungible tokens may comprise a set of units of a cryptocurrency.
[0036] The smart contract may be accessible to the first networked node and the smart contract
further comprises a payout triggering event; and a plurality of predetermined electronic actions for
generating a smart contract output when the payout triggering event is met; generating by the smart
contract a payout to a user automatically when the payout event is triggered; and recording
execution of the smart contract to the distributed ledger.

[0037] The payout triggering event may be based on revenue or income associated with
monetization of the first set of fungible tokens.

[0038] The payout triggering event may be based on sale of a depositary token representing
fractional ownership of the first set of fungible tokens and the payout is income associated with
the sale and is paid to a depositor of the first set of fungible tokens.

[0039] The payout triggering event may be based on resale of a depositary token representing
fractional ownership of the first set of fungible tokens by a first investor in the depositary token to
another investor and the payout is income associated with the sale and is paid to the first investor.
[0040] The computer system may further comprise a distributed network of nodes, the
computer system receiving, from a plurality of networked nodes, a plurality of bids for one or more
of the depositary tokens from a plurality of investors, determining an amount of the depositary
tokens to allocate to each of the plurality of investors based on the respective bid from each of the
plurality of investors; and allocating the amount of depositary tokens to each of the plurality of
investors; wherein the system further comprises a distributed ledger for recording bids for the one
or more of the depositary tokens and respective allocated depositary tokens, wherein the
distributed ledger is accessible by the plurality of networked nodes.

[0041] The method may further comprise receiving a plurality of N" additional sets of fungible
tokens from a plurality of depositor accounts; generating a plurality of N" smart contracts, each
configured to, in response to receiving an additional set of fungible tokens, generate N" additional
sets of fungible depositary tokens, each additional set of depositary tokens comprising a number
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fungible tokens; providing a plurality of sets of depositary tokens, each set of which represents
one of the plurality of additional sets of fungible tokens.

[0042] Each additional set of fungible tokens may comprise a set of units of a cryptocurrency.
[0043] Each smart contract may further comprise a payout triggering event; and a plurality of
predetermined electronic actions for generating a smart contract output when the payout triggering
event is met; the method further comprising generating by the smart contract a payout to a user
automatically when the payout event is triggered; and recording execution of the smart contract is
to the distributed ledger.

[0044] The method may further comprising aggregating the N1 depositary tokens and at least
one set of N" depositary tokens into a pool of depositary tokens; and generating a set of pooled
depositary tokens, wherein each of the pooled depositary tokens comprises a fractionalized interest
in the pool of depositary tokens representing a proportional amount of the N1 and N" depositary
tokens.

[0045] Each smart contract may further comprise a payout triggering event; and a plurality of
predetermined electronic actions for generating a smart contract output when the payout triggering
event is met, and the method may further comprise generating a payout to a user automatically
when the payout event is triggered; and recording execution of the smart contract to the distributed
ledger.

[0046] The payout triggering event may be based on revenue or income associated with
monetization of the first set of fungible tokens or any of the N" additional sets of fungible tokens.
[0047] Also provided is a system for administering digital assets in a decentralized network,
the system comprising a non-transitory computer readable medium, one or more processors, a
distributed network of nodes and a distributed ledger accessible by the plurality of networked
nodes, the system being configured to receive a plurality of N" sets of fungible tokens from a
plurality of depositor accounts;generate a plurality of N" smart contracts, each configured to, in
response to receiving one of the N" sets of fungible tokens, generate a set of fungible depositary
tokens, each set of depositary tokens comprising a number of depositary tokens which collectively
represent 100% of the ownership of each set of fungible tokens; to provide a plurality of N" sets
of depositary tokens, each set of which represents one of the plurality of sets of N" fungible tokens;
receive, from the plurality of networked nodes, a plurality of bids for one or more of the depositary
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each of the plurality of investors based on the respective bid from each of the plurality of investors;
allocate the amount of depositary tokens to each of the plurality of investors; record bids for the
one or more of the depositary tokens and respective allocated depositary tokens to the distributed
ledger; wherein each smart contract further comprises defining a payout triggering event based on
revenue or income associated with monetization of any of the N" sets of fungible tokens; and a
plurality of predetermined electronic actions for generating a smart contract output when the
payout triggering event is met, wherein the smart contract generates a payout to a user
automatically when the payout event is triggered; and execution of the smart contract is recorded
to the distributed ledger.
BRIEF DESCRIPTION OF THE DRAWINGS

[0048] The accompanying drawings, which are incorporated herein and form part of the
specification, illustrate various, non-limiting embodiments of the present invention. In the
drawings, like reference numbers indicate identical or functionally similar elements.

[0049] FIGS. TA-C show aspects of an exemplary system for generating fractionalized
interests in digital assets such as fungible tokens, according to an exemplary embodiment of the
disclosed subject matter.

[0050] FIG. 2A and 2B depict schematic functional diagrams of a computer system
architecture of an exemplary system for generating fractionalized interests in digital assets such as
fungible tokens according to an exemplary embodiment of the disclosed subject matter.

[0051] FIG. 3 depicts a functional diagram of components of a computer system according to
an exemplary embodiment of the disclosed subject matter.

[0052] FIGS. 4A and 4B depict distributed networked systems for generating and managing
fractionalized interests in digital assets such as fungible tokens according to embodiments of the
disclosed subject matter.

DETAILED DESCRIPTION

[0053] While aspects of the subject matter of the present disclosure may be embodied in a
variety of forms, the following description and accompanying drawings are merely intended to
disclose some of these forms as specific examples of the subject matter. Accordingly, the subject
matter of this disclosure is not intended to be limited to the forms or embodiments so described

and illustrated.



[0054] In some embodiments, a distributed ledger and/or smart contract system may be
provided which allows for ownership of digital assets to be fractionalized and recorded. This may
be achieved, for example, fractionalizing ownership using a smart contract deployed to the
distributed ledger. By eschewing centralized management, it may be possible to provide for
fractionalized, tradeable interests in assets without necessitating substantial regulatory compliance
expenditures.

[0055] A fungible token may be created to represent fungible items such as gold, fiat currency,
or any other commodity in the physical world. A fungible token may also comprise a unit of
cryptocurrency. However, because the number of units of a given cryptocurrency (for example,
Bitcoin) is limited, the per-unit price of a cryptocurrency may be large enough to prevent small
investors from investing in a cryptocurrency. Given that a fungible token is flexible such that it
can be exchanged for another of its kind without losing value, a smart contract can be deployed to
generate a second set of fungible tokens or depositary tokens linked to a first fungible token. In
this way, anyone who holds any of the generated depositary tokens can own a percentage of a more
highly valued first fungible token. The depositary tokens can be generated based on a percentage
of the value of the asset identified by the first fungible token, such that the number of depositary
tokens represents a defined percentage of the ownership of the NFT and may be priced initially
based on the percentage of the value of the first token at the time of their creation.

[0056] Once fractional ownership of a first fungible token is created, the smart contract can
secure the data that differentiates the fractional first fungible token from other fungible tokens.
The fractionalized fungible tokens, or depositary tokens can be applied on a distributed network,
such as a blockchain, that supports smart contracts and tokens such that the first fungible token is
locked in a smart contract on the blockchain and ownership of the first fungible token is
represented by multiple fungible depositary tokens whose supply is governed by the smart
contract.

[0057] Depositary tokens enable price discovery of fungible tokens. Price discovery is the
process through which a market goes through to set the proper price of an asset. Sale of at least a
portion of the depositary tokens allows for a market valuation for an asset represented by a fungible
token based on the bid and sale prices of the depositary tokens. With depositary tokens,
democratized ownership is a possibility such that even as the bidding price of a given type of

fungible token increases, market activity around that token remains relatively high as more people



can participate at lower prices. Even if one of the owners of depositary tokens decides to sell, their
move won’t affect the overall value held by other stakeholders. Depositary tokens may also bring
about more liquidity to the fungible token marketplace. The reduced fungibility of highly valued
fungible tokens may ultimately lead to a lack of liquidity on fungible token marketplaces. With
depositary tokens, liquidity can be sustained whereby smaller investors can participate as opposed
to only having the participation of a few deep-pocketed investors. The fungible depositary tokens
created by the smart contract to represent ownership in the fractionalized fungible tokens can be
traded on other secondary platforms to further add liquidity.

[0058] Disclosed herein is a system architecture for creating, trading and administering
fractionalized fungible tokens. The system may be considered a token investment trust, where sets
of fungible tokens can be deposited, traded and monetized by a plurality of investors using
depositary tokens representing fractional ownership of fungible tokens.

[0059] FIGS. TA-C show aspects of an exemplary system for generating fractionalized
interests in digital assets such as fungible tokens.

[0060] Figure 1A shows a process 1 for generating depositary tokens based on fungible tokens.
In block 11, the computer system receives a first set of fungible tokens from an account linked to
a depositor who deposits the fungible tokens into the system by uploading data uniquely
identifying the deposited fungible tokens. In block 12, the system generates a set of fungible
fractionalized depositary tokens representing 100 % ownership of the total of the first set of tokens
deposited into the system. The depositary tokens are also defined so that the value of the entire set
of depositary tokens represents the value of the deposited tokens at the time of their deposit. The
amount of depositary tokens may be generated autonomously based on targets defined by
administrators of the computer system. In example embodiments, a target may be determined by
defining price point for each depositary token to permit a small investor to participate in the market
for the first set of fungible tokens.

[0061] For illustration, if the first set of deposited tokens comprises three tokens each valued
at $10,000 in fiat currency, they have a total valuation of $30,000. An initial target price for
depositary tokens based on the set of fungible tokens may be determined to be $30, so the system
may generate 1000 depositary token representing 0.1% ownership in the set of fungible tokens,

each priced at $30 per depositary token.
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[0062] The system is scalable, in that a plurality of fungible tokens can be deposited and
fractionalized. In block 13, a plurality of n sets of fungible tokens are deposited (where n
represents an indeterminate integral number), which may be from a plurality of depositors. The
plurality of deposited fungible tokens may comprise different assets such as different types of
cryptocurrencies and/or different numbers of tokens in the set, each independently valued from
other fungible tokens.

[0063] In block 14, depositary tokens are generated for each of the plurality of sets of fungible
tokens. As discussed for block 12, N" depositary tokens (wherein N" is the number of depositary
tokens generated for each of the n sets of fungible tokens) are generated for each set of fungible
tokens based at least in part on financial targets for fractionalizing the fungible tokens in each set.
[0064] In block 15, the depositary tokens are offered for sale to investors.

[0065] Fig. 1B shows additional steps in the process of administering the token trust. After
the depositary tokens are offered for sale in block 15, the system receives bid(s) for one or more
of the depositary tokens from one or a plurality of investor(s) in block 16. The bids may be based
on type(s) of fungible toke represented by depositary tokens, target spending amount(s) for the
investor(s), etc. The bids are recorded in the distributed ledger in block 17.

[0066] In block 18, the system determines amount(s) of the depositary tokens to allocate to
investor(s), which may be based on comparison of bid prices for the depositary tokens, the number
of tokens available, etc. In block 19, the tokens are allocated to investors. The allocation may
include negotiation between investors and the system to reach agreement on the price and amount
of tokens in the deal, accepting the final bid, receiving payment from the investors. The allocation
is conducted within the framework of a smart contract, which defines the purchase of tokens by
investors. In block 20, the allocated depositary tokens are recorded to the distributed ledger.
[0067] The smart contract may also include a payout triggering event and a plurality of
predetermined electronic actions for generating a smart contract output when the payout triggering
event is met, wherein the smart contract generates a payout to a depositor or investor automatically
when the payout event is triggered. In block 21, the system determines that a payout event has
occurred. The payout event may include a sale of a depositary token, revaluation of a deposited
fungible token based on sales of like fungible tokens within or outside the token trust system, etc.
[0068] In block 22, the system execute payouts to investors or depositors. For example, when

depositary tokens are sold for a first time, the payout may be directed to the depositor of the tokens
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underlying the sold depositary tokens. Subsequent sales of depositary tokens means the payout is
directed to the investor holding the depositary tokens. Other payout events may be envisioned.
[0069] In block 23, the payout is recorded to the distributed ledger. This includes updating
the smart contract to reflect the altered state of the depositary tokens, such as their ownership and
current price.

[0070] Fig. 1C shows a process 100 for aggregating deposited fungible tokens into pooled
depositary tokens wherein the pooled depositary tokens represent proportional fractionalized
ownership of the pooled fungible tokens. In block 111 a first set of fungible tokens is deposited
as described above for block 11. One or a plurality of additional sets of fungible tokens are
deposited in block 112 as described above for block 12.

[0071] In block 113, the N1 fungible tokens and at least one set of N" tokens are aggregated
into a pool of fungible tokens.

[0072] In block 114, the system generates a set of fungible fractionalized pooled depositary
tokens based on the total of the N1 and N" tokens in the pool. In some embodiments, the pool may
aggregate sets of like tokens deposited by a plurality of depositors, so that the pooled depositary
tokens represent fractionalized ownership of the total of tokens in the pool in a larger pool of
tokens. The pooled depositary tokens are defined to trace back to the originally deposited tokens.
[0073] In other embodiments, different types of fungible tokens may be pooled. The system
determines an independent value for the N1 tokens and each of the N" tokens in the pool such that
the values of the tokens in the pool are proportionally represented. For illustration, the first set of
N1 deposited tokens may have a total valuation of $30,000 and the additional N" tokens may have
a total valuation of $10,000 and the number of N1 tokens and N" tokens in the pool are equal.
Accordingly, depositary tokens for the pooled fungible tokens will have a total valuation of
$40,000 and he fractionalized ownership share in the N1 tokens and N" tokens in the pooled
depositary tokens would be equal. In this illustration, the pooled depositary tokens may be sold at
$40 per token, wherein each depositary token represents 0.1% ownership of the N1 and N™ tokens.
[0074] One can appreciate that if the number of N1 and N" tokens and their valuations are
unequal, generation of the pooled depositary tokens may be more complex, such that the system

may test a number variables to define the final structure of the pooled depositary tokens.
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[0075] In block 115, the fractionalized pooled depositary tokens are offered for sale. The
pooled depositary tokens are available for bids from investors as in block 16 and further managed
according to the blocks in Fig. 1B.

[0076] As shown in FIG. 2A, a computer system 200 is a core element of the token trust
architecture, receiving, generating, storing, integrating and coordinating data required for
receiving fungible tokens from depositors, defining fractionalized depositary tokens for fungible
tokens, receiving investment payments from a plurality of investors 205, matching bids from the
plurality of investors, optionally generating smart contracts among investors and the company or
issuer, determining revenues related to the fungible tokens and administering payouts to investors.
The computer system is further provided with at least one processor and into which is loaded
software components for receiving informational inputs from the plurality of investors via
communications module or interface 210.

[0077] Block 210 represents a communication module, which manages inputs from users, and
transmits outputs to the users. Users may include depositors or sellers of fungible token assets,
administrators and investors. Inputs from depositors include amounts and current values of
fungible tokens to be deposited and the digital data associated with the fungible tokens. Inputs
from investors include investing information, investor identity, designation of a payment vehicle
or digital “wallet”, such as a credit or debit account, including credit or debit cards issued by a
financial institution, Venmo® or Pay Pal® apps, etc. Communications module 210 may also be
used by administrator(s) 207 of the computer system to communicate with the system.
Administrator(s) may provide inputs to the system to maintain and manage the system to make
sure it is operating correctly. In embodiments, the administrator(s) 207 may also provide inputs
to the system to designate fungible assets for investors to invest in, risks assessments, projected
revenue streams, etc.

[0078] In block 220, the system includes a securities planning module in which the depositary
tokens are defined, as described in greater detail in regard to Figure 2B.

[0079] Block 230 comprises the financial transactions module that manages payments from
investors to cover their bids, payments to investors and collection of transaction fees. In
embodiments, once a bid is accepted, the financial transactions module may withdraw the bid
amounts plus transaction fees from investors’ payment vehicles in response to acceptance of bids

by the computer system. Block 230 also receives payments from the revenue streams associated
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with the fungible tokens deposited into the system and disburses payments to the investors based
on the terms of the smart contract.

[0080] In embodiments, the tokens may be offered in the form of a smart contract, described
in greater detail below. In block 240, the smart contract module executes smart contracts by
generating data blocks defining the fungible tokens, and depositary tokens including all terms and
conditions binding on the investors and the company such as purchase prices, revenue streams
from the associated with the tokens, percentages of the revenue streams represented by the tokens,
etc.

[0081] Block 250 shows the administration module, which executes and administers the
tokens.

[0082] As shown in Figure 2B, block 220 comprises aspects of defining the depositary token
offerings.

[0083] In block 221, planning the offering of securities includes establishing the target amount
of capital to be raised. Guided by inputs from administrator(s) of the system representing the
seller, bank, broker, underwriter and/or other financial institutions, the system conducts feasibility
studies for offering tokens to define the structure of the offering. The offering planning includes
specific variables to be included, ranges of acceptable values for each variable, and terms and
conditions to be included in the offering.

[0084] In block 222, the system models and projects multiple values of individual variables
and combinations of multiple sets of variables, such as time series projections and economic
modeling of interaction among variables.

[0085] In block 223, the system evaluates alternatives by reviewing results of modeling and
projections. Selecting one or more sets of variables that meet targets will be used to refine the
structure and value of variables and terms and conditions for price categories of the tokens.
Additional modeling and projections may be required to define a preferred set of values for the
variables and terms and conditions for inclusion in the offering of tokens.

[0086] Figure 2B also shows block 250 comprising aspects of administering the token
offerings.

[0087] In block 251, the system executes the offering of the depositary tokens. The price and
content of the individual depositary tokens are established, including definitions of shares of

revenues and assets to be included in each offering. Technical and legal details are finalized and
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the tokens are brought to market. The system receives and accepts bids for tokens from at least
one investor, tracks progress of sales of tokens, and closes sales when target values are met. The
system may also receive sell orders from holders of tokens and sell them to new investors.

[0088] Block 251 may comprise an order creation module. In general, the order creation
module may have two modes of functionality. In a first mode, the order creation module permits
a buyer to search a database of specified token sets and to select one or more tokens from the
inventory of depositary tokens for pricing by a selected group of sellers. It will be understood from
the following disclosure that, although multiple token types may be selected, any number of token
sets less than the total number selected (or none at all) may be quoted and ultimately traded. In a
second mode, a buyer is provided with the option to select the characteristics of a desired specified
pool. These characteristics may be transmitted through system 200 to one or more sellers. The
sellers can identify one or more pools in their respective inventories that substantially meet the
buyer’s specified set of characteristics or agree to create a specified pool meeting such
characteristics.

[0089] In operation, by setting various criteria and through selection of one or more sellers,
through the operation of the order creation module, buyers can create a customized inventory query
which will return available asset securities from database(s) in the system. In the alternative, the
query can be submitted directly to the seller in order to determine whether the seller has or can
stipulate to an token offering meeting the buyer's requirements. This feature may be used when a
token offering the buyer's requirements is not in the inventory of one or more sellers.

[0090] In an alternative embodiment, wherein one or more desired securities are not in an
inventory of offered properties, a buyer may be enabled to send an inquiry message to one or more
sellers inquiring as to the availability of a security meeting the buyer's needs. In this embodiment,
a buyer typically creates an order query using system 200’s order creation module to determine
whether the desired fungible tokens are listed in the system’s database of tokens previously
populated by one or more sellers. Such query details may include, identifier(s) of assets, a pool
number of an asset pool, a weighted average maturity, a constant payment rate, an originator
identifier, etc. While the buyer may use various inventory filters to enable the buyer to search for
tokens meeting defined criteria, in some instances, the desired security may not be available. In
those instances, the buyer can define the criteria according to which an inquiry message will be

generated and transmitted to one or more sellers. A dealer or agent list may include a list of dealers,
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acting as sellers, and aspects of the buyer interface enable the buyer to select the dealers to which
the inquiry message will be transmitted. Once the buyer completes the process of inputting desired
criteria and selecting dealers, the criteria and dealer data is transmitted to and received by
system 1200. System 200 then generates an inquiry message which includes the characteristics for
the pool of tokens defined by the buyer. The data in the inquiry message is then transmitted to the
selected dealer(s)

[0091] In block 252, the system administers the securities (depositary tokens) in the offering.
It maintains detailed and current records of individual depositor and investor accounts as required
for periodic and cumulative payments, tax treatment, benefits, reports and other purposes. It
maintains required and useful records related to financial analysis and financial reports of
investors, brokers, and other involved parties. In embodiments, the records may be recorded in a
distributed ledger such as a blockchain.

[0092] In embodiments, the offering, sale and administration of the tokens may be conducted
as a smart contract.

[0093] A smart contract is a computer application simulating the operation of a contract. It is
a computer program or a transaction protocol which is intended to automatically execute, control
or document legally relevant events and actions according to the terms of a contract or an
agreement between or among parties. The objectives of smart contracts are the reduction of need
in trusted intermediators, arbitrations and enforcement costs, fraud losses, as well as the reduction
of malicious and accidental exceptions. The smart contract is stored on a distributed ledger such
as a blockchain that runs when predetermined conditions are met. Distributed ledger technology
(DLT) is a digital system for recording the transaction of assets in which the transactions and their
details are recorded in multiple places at the same time. Unlike traditional databases, distributed
ledgers have no central data store or administration functionality. They may be used to automate
the execution of an agreement so that all participants can be immediately certain of the outcome,
without any intermediary's involvement or time loss.

[0094] The reliability of the smart contract comes from its automaticity which gives it a power
of execution unmatched to date.

[0095] A smart contract also can be regarded as a secured stored procedure as its execution
and codified effects like the transfer of some value between parties are strictly enforced and cannot

be manipulated, after a transaction with specific contract details is stored into a blockchain or
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distributed ledger. That is because the actual execution of contracts is controlled and audited by
the platform, not by any arbitrary server-side programs connecting to the platform. Smart contracts
are particularly useful for managing exchanges of virtual financial or value assets, where no
tangible materials need to be moved.

[0096] Blockchain is a distributed ledger technology that enables a set of peers to work
together to create a unified, decentralized network. The peers can communicate and share
information or data with the help of a consensus algorithm. There is no need for a centralized
authority, which makes the whole network trustworthy when compared to other networks. When
one peer sends information to another, a transaction is generated in the form of a “block”. Blocks
are used to store transactions and other important information that is required to operate the
blockchain successfully. When this happens, the transactions need to be validated using the
consensus algorithm. Proof of Work is used to validate the work. It ensures that no invalid
transactions are passed into the blockchain. Timestamps are created to ensure that each transaction
can be traced, backed, and verified by anyone. The blockchain provides transparency,
immutability, and security.

[0097] The contracting parties program the contractual terms, payments to be made and all
dispatches of documents used for the execution of the contract in the software application and may
no longer retract their commitments. Once launched, the application performs the scheduled
operations without human intervention, as scheduled or triggered by a defined triggering event.
[0098] End clients interact with a smart contract through transactions. Such transactions with
a smart contract can invoke other smart contracts. These transactions might result in changing the
state and sending financial assets from one smart contract to another or from one account to
another. Financial assets can include nationally denominated currencies, cryptocurrencies, virtual
stock certificates, or other asset whose value can be defined digitally.

[0099] Similar to a transfer of value on a blockchain, deployment of a smart contract on a
blockchain occurs by sending a transaction from a wallet for the blockchain. The transaction
includes the compiled code for the smart contract as well as a special receiver address. That
transaction must then be included in a block that is added to the blockchain, at which point the
smart contract's code will execute to establish the initial state of the smart contract. Byzantine

fault-tolerant algorithms secure the smart contract in a decentralized way from attempts to tamper
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with it. Once a smart contract is deployed, it cannot be updated. Smart contracts on a blockchain
can store arbitrary state and execute arbitrary computations.

[0100] The reliability of the smart contract can be greatly increased by relying on a
decentralized IT environment allowing secure access to the contractors and unfalsifiable by them.
[0101] Each smart contract may include information about the investment in the depositary
tokens. Such information may include the amount of the investment, the agreed-upon payouts,
triggering events, the revenue stream, the time the investment is agreed upon, the identities of the
parties, etc. Investment information may further include conditional outcomes based upon each
potential outcome, including the facilitation of payment from the seller to the investor, and/or the
return of funds in event of a void or cancellation. In some embodiments, a settlement service may
be agreed upon among the parties.

[0102] Some embodiments provide that the smart contracts may be generated on individual
PC's, on a mobile device and/or in the cloud. Such examples are non-limiting as the smart contracts
may be generated at a variety of other devices and/or types thereof. In some embodiments, each
smart contract may involve external services at the discretion of the parties. In some embodiments,
a range of options may be selected by the parties at the time the smart contract is generated.
[0103] Some embodiments provide that a smart contract may be registered with a settlement
service provider that is agreed to by the parties. In some embodiments, a settlement service may
provide information about the outcome, such as revenue generated, of the intellectual properties
on which the security is based. In some embodiments, the settlement service may send the
information to the counterparties, which may trigger the payouts under the terms of the smart
contract. For example, the settlement service provider may initiate a bank transfer from the seller
to the buyer based on the smart contract or from the payer of the revenue (e.g. licensing fee or
royalty) directly to the investor. In some embodiments, the process may be automated by software
on a computer and/or server controlled by the settlement service. Embodiments herein do not
require the funds to be held in any kind of escrow, however, such option is contemplated by this
disclosure. For example, embodiments herein are directed to any financial settlement process that
may be used in conjunction with the smart contracts as disclosed herein.

[0104] Some embodiments provide that the settlement transaction may be stored in blockchain
to close the contract. In some embodiments, details corresponding to the settlement transaction

may be retained for auditing, later scrutiny and/or to ensure that no errors are made.
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[0105] FIG. 3 depicts a computer system 300 according to an embodiment of the present
disclosure. In general, the computer system 300 may include a computing device 310, such as a
special-purpose computer designed and implemented for receiving user inputs, determining and
directing and controlling the output of signals. The computing device 310 may be or include data
sources, client devices, and so forth. In certain aspects, the computing device 310 may be
implemented using hardware or a combination of software and hardware. The computing device
310 may be a standalone device, a device integrated into another entity or device, a platform
distributed across multiple entities, or a virtualized device executing in a virtualization
environment.

[0106] The computing device 310 may communicate across a network 302. The network 302
may include any data network(s) or internetwork(s) suitable for communicating data and control
information among participants in the computer system 300. This may include public networks
such as the Internet, private networks, and telecommunications networks such as the Public
Switched Telephone Network or cellular networks using cellular technology and/or other
technologies, as well as any of a variety other local area networks or enterprise networks, along
with any switches, routers, hubs, gateways, and the like that might be used to carry data among
participants in the computer system 300. The network 302 may also include a combination of data
networks and need not be limited to a strictly public or private network.

[0107] The computing device 310 may communicate with an external device 304. The external
device 304 may be any computer, mobile device such as a cell phone, tablet, smart watch or other
remote resource that connects to the computing device 310 through the network 302. This may
include any of the servers or data sources described herein, including servers, content providers,
databases or other sources for shot information to be used by the devices as described herein.
[0108] In general, the computing device 310 may include at least one controller or processor
312, a memory 314, a network interface 316, a data store 318, and one or more input/output
interfaces 320. The computing device 310 may further include or be in communication with
peripherals 322 and other external input/output devices that might connect to the input/output
interfaces 320.

[0109] The controller 312 may be implemented in software, hardware or a combination of
software and hardware. According to one aspect, the controller 312 may be implemented in

application software running on a computer platform. Alternatively, the controller 312 may include
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a processor or other processing circuitry capable of processing instructions for execution within
the computing device 310 or computer system 300. The controller 312, as hardware, may include
a single-threaded processor, a multi-threaded processor, a multi-core processor and so forth. The
controller 312 may be capable of processing instructions stored in the memory 314 or the data
store 318.

[0110] The memory 314 may store information within the computing device 310. The memory
314 may include any volatile or non-volatile memory or other computer-readable medium,
including without limitation a Random-Access Memory (RAM), a flash memory, a Read Only
Memory (ROM), a Programmable Read-only Memory (PROM), an Erasable PROM (EPROM)),
registers, and so forth. The memory 314 may store program instructions, program data,
executables, and other software and data useful for controlling operation of the computing device
310 and configuring the computing device 310 to perform functions for a user 330. The memory
314 may include a number of different stages and types of memory for different aspects of
operation of the computing device 310. For example, a processor may include on-board memory
and/or cache for faster access to certain data or instructions, and a separate, main memory or the
like may be included to expand memory capacity as desired. All such memory types may be a
part of the memory 314 as contemplated herein.

[0111] The memory 314 may, in general, include a non-volatile computer readable medium
containing computer code that, when executed by the computing device 310 creates an execution
environment for a computer program in question, e.g., code that constitutes processor firmware, a
protocol stack, a database management system, an operating system, or a combination of the
foregoing, and that performs some or all of the steps set forth in the various flow charts and other
algorithmic descriptions set forth herein. While a single memory 314 is depicted, it will be
understood that any number of memories may be usefully incorporated into the computing device
310.

[0112] The network interface 316 may include any hardware and/or software for connecting
the computing device 310 in a communicating relationship with other resources through the
network 302. This may include remote resources accessible through the Internet, as well as local
resources available using short range communications protocols using, e.g., physical connections
(e.g., Ethernet), radio frequency communications (e.g., Wi-Fi, Bluetooth), optical communications

(e.g., fiber optics, infrared, or the like), ultrasonic communications, or any combination of these
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or other media that might be used to carry data between the computing device 310 and other
devices. The network interface 316 may, for example, include a router, a modem, a network card,
an infrared transceiver, a radio frequency (RF) transceiver for receiving AM/FM or satellite radio
sources, a near field communications interface, a radio-frequency identification (RFID) tag reader,
or any other data reading or writing resource or the like.

[0113] The network interface 316 may include any combination of hardware and software
suitable for coupling the components of the computing device 310 to other computing or
communications resources. By way of example and not limitation, this may include electronics for
a wired or wireless Ethernet connection operating according to the IEEE 802.11 standard (or any
variation thereof), or any other short or long range wireless networking components or the like.
This may include hardware for short range data communications such as Bluetooth or an infrared
transceiver, which may be used to couple to other local devices, or to connect to a local area
network or the like that is in turn coupled to a data network 302 such as the Internet. This may also
include hardware/software for a WiMax connection or a cellular network connection (using, e.g.,
CDMA, GSM, LTE, or any other suitable protocol or combination of protocols). The network
interface 316 may be included as part of the input/output devices 320 or vice-versa.

[0114] The data store 318 may be any internal or external memory store providing a computer-
readable medium such as a disk drive, an optical drive, a magnetic drive, a flash drive, or other
device capable of providing mass storage for the computing device 310. The data store 318 may
store computer readable instructions, data structures, program modules, and other data for the
computing device 310 or computer system 300 in a non-volatile form for relatively long-term,
persistent storage and subsequent retrieval and use. For example, the data store 318 may store an
operating system, application programs, program data, databases, files, and other program modules
or other software objects and the like. At least a portion of the data store 318 may be implemented
in a distributed ledger technology such as a blockchain to record transaction information and smart
contracts.

[0115] As used herein, processor, microprocessor, and/or digital processor may include any
type of digital processing device such as, without limitation, digital signal processors (“DSPs”),
reduced instruction set computers (“RISC”), complex instruction set computers (“CISC”)
processors, microprocessors, gate arrays (e.g., field programmable gate arrays (“FPGASs”)),

programmable logic device (“PLDs”), reconfigurable computer fabrics (“RCFs”), array
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processors, secure microprocessors, and application-specific integrated circuits (“ASICs”). Such
digital processors may be contained on a single unitary integrated circuit die or distributed across
multiple components.

[0116] Asused herein, computer program and/or software may include any sequence or human
or machine cognizable steps which perform a function. Such computer program and/or software
may be rendered in any programming language or environment including, for example, C/C++,
C#, Fortran, COBOL, MATLAB™, PASCAL, GO, RUST, SCALA, Python, assembly language,
markup languages (e.g., HTML, SGML, XML, VoXML), and the like, as well as object-oriented
environments such as the Common Object Request Broker Architecture (“CORBA”), JAVA™
(including J2ME, Java Beans, etc.), Binary Runtime Environment (e.g., “BREW?”), and the like.
[0117] The input/output interface 1320 may support input from and output to other devices
that might couple to the computing device 1310. This may, for example, include serial ports (e.g.,
RS-232 ports), universal serial bus (USB) ports, optical ports, Ethernet ports, telephone ports,
audio jacks, component audio/video inputs, HDMI ports, and so forth, any of which might be used
to form wired connections to other local devices. This may also include an infrared interface, RF
interface, magnetic card reader, or other input/output system for wirelessly coupling in a
communicating relationship with other local devices. It will be understood that, while the network
interface 316 for network communications is described separately from the input/output interface
320 for local device communications, these two interfaces may be the same, or may share
functionality, such as where a USB port 370 is used to attach to a Wi-Fi accessory, or where an
Ethernet connection is used to couple to a local network attached storage. The input/output
interface 320 may further output signals to displays of peripheral devices, as described herein.
[0118] As used herein, a user 330 is any human that interacts with the computer system 300.
In this context, a user may be generally classed within one of several categories. One category is
a depositor that deposits fungible tokens into the token trust. Another category is an administrator
of the system, representing the depositor/seller and/or financial institution (issuer) organizing and
conducting the offering of the tokens. Another category is an investor who buys and sells tokens.
[0119] In certain embodiments the I/O interface 320 facilitates communication with input and
output devices for interacting with a user. For example, the I/O interface may communicate with
one or more devices such as a user-input device and/or a display 350 which may be instantiated

on the device described herein or on a separate device such as a mobile device 208, which enable

0D



a user to interact directly with the controller 312 via bus 332. The user-input device may comprise
one or more push-buttons, a touch screen, or other devices that allows a user to input information.
In these embodiments, the computer system may further comprise a display to provide visual
output to the user. The display may comprise any of a variety of visual displays, such as a viewable
screen, a set of viewable symbols or numbers, and so on. One can appreciate that the inputs and
outputs of the computer system would be different for administrators and investors. Accordingly,
the computing device 310 may communicate administrators and investors with different interfaces
324 and 328.

[0120] A peripheral 322 may include any device used to provide information to or receive
information from the computing device 310. This may include human input/output (I/O) devices
such as a keyboard, a mouse, a mouse pad, a track ball, a joystick, a microphone, a foot pedal, a
camera, a touch screen, a scanner, or other device that might be employed by the user 330 to
provide input to the computing device 310. This may also or instead include a display, a printer, a
projector, a headset or any other audiovisual device for presenting information to a user. The
peripheral 322 may also or instead include a digital signal processing device, an actuator, or other
device to support control of or communication with other devices or components. In one aspect,
the peripheral 322 may serve as the network interface 316, such as with a USB device configured
to provide communications via short range (e.g., Bluetooth, Wi-Fi, Infrared, RF, or the like) or
long range (e.g., cellular data or WiMax) communications protocols. In another aspect, the
peripheral 322 may augment operation of the computing device 310 with additional functions or
features, or other device such as a server. In another aspect, the peripheral 322 may include a
storage device such as a flash card, USB drive, or other solid-state device, or an optical drive, a
magnetic drive, a disk drive, or other device or combination of devices suitable for bulk storage.
More generally, any device or combination of devices suitable for use with the computing device
310 may be used as a peripheral 322 as contemplated herein.

[0121] Other hardware 326 may be incorporated into the computing device 310 such as a
co-processor, a digital signal processing system, a math co-processor, a graphics engine, a video
driver, a camera, a microphone, additional speakers, and so forth. The other hardware 326 may
also or instead include expanded input/output ports, extra memory, additional drives, and so forth.
[0122] A bus 332 or combination of busses may serve as an electromechanical backbone for

interconnecting components of the computing device 310 such as the controller 312, memory 314,
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network interface 316, other hardware 326, data store 318, and input/output interface. As shown
in the figure, each of the components of the computing device 310 may be interconnected using a
system bus 332 in a communicating relationship for sharing controls, commands, data, power, and
so forth.

[0123] The computing device 310 is connected to a power source 360 to provide electrical
power for the computing device to run.

[0124] The wvarious illustrative logical blocks, modules and circuits described in
connection with the present disclosure may be implemented or performed with one or more
processors specially configured to perform the functions discussed in the present disclosure.
Each processor may be a neural network processor, a digital signal processor (DSP), an
application specific integrated circuit (ASIC), a field programmable gate array signal (FPGA)
or other programmable logic device (PLD), discrete gate or transistor logic, discrete hardware
components or any combination thereof designed to perform the functions described herein.
Alternatively, the processing system may comprise one or more neuromorphic processors for
implementing neuron models and models of neural systems. The processor may be a
microprocessor, controller, microcontroller, or state machine specially configured as
described herein. A processor may also be implemented as a combination of computing
devices, e.g., acombination of aDSP and a microprocessor, a plurality of microprocessors, one
or more microprocessors in conjunction with a DSP core, or such other special configuration,
as described herein. In the distributed networked system described herein, a pluraity of
processors on a plurality of devices provide a plurality of nodes for the network.

[0125] The steps of a method or algorithm described in connection with the present
disclosure may be embodied directly in hardware, in a software module executed by a
processor, or in a combination of the two. A software module may reside in storage or machine
readable medium, including random access memory (RAM), read only memory (ROM), flash
memory, erasable programmable read-only memory (EPROM), electrically erasable
programmable read-only memory (EEPROM), registers, a hard disk, a removable disk, a CD-
ROM or other optical disk storage, magnetic disk storage or other magnetic storage devices,
or any other medium that can be used to carry or store desired program code in the form of
instructions or data structures and that can be accessed by a computer. A software module

may comprise a single instruction, or many instructions, and may be distributed over several
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different code segments, among different programs, and across multiple storage media. A
storage medium may be coupled to a processor such that the processor can read information
from, and write information to, the storage medium. In the alternative, the storage medium
may be integral to the processor.

[0126] The methods disclosed herein comprise one or more steps or actions for achieving
the described method. The method steps and/or actions may be interchanged with one another
without departing from the scope of the claims. In other words, unless a specific order of steps
or actions is specified, the order and/or use of specific steps and/or actions may be modified
without departing from the scope of the claims.

[0127] The functions described may be implemented in hardware, software, firmware, or
any combination thereof. If implemented in hardware, an example hardware configuration
may comprise a processing system in a device. The processing system may be implemented
with abus architecture. The bus may include any number of interconnecting buses and bridges
depending on the specific application of the processing system and the overall design
constraints. The bus may link together various circuits including a processor, machine-
readable media, and a bus interface. The bus interface may be used to connect a network
adapter, among other things, to the processing system via the bus. The network adapter may
be used to implement signal processing functions. For certain aspects, a user interface (e.g.,
keypad, display, mouse, joystick, etc.) may also be connected to the bus. The bus may also
link various other circuits such as timing sources, peripherals, voltage regulators, power
management circuits, and the like, which are well known in the art, and therefore, will not be
described any further.

[0128] The processor may be responsible for managing the bus and processing,
including the execution of software stored on the machine-readable media. Software shall
be construed to mean instructions, data, or any combination thereof, whether referred to
as software, firmware, middleware, microcode, hardware description language, or
otherwise.

[0129] In a hardware implementation, the machine-readable media may be part of the
processing system separate from the processor. However, as those skilled in the art will
readily appreciate, the machine-readable media, or any portion thereof, may be external to

the processing system. By way of example, the machine-readable media may include a
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transmission line, a carrier wave modulated by data, and/or a computer product separate
from the device, all which may be accessed by the processor through the bus interface.
Alternatively, or in addition, the machine-readable media, or any portion thereof, may be
integrated into the processor, such as the case may be with cache and/or specialized
register files. Although the various components discussed may be described as having a
specific location, such as alocal component, they may also be configured in various ways,
such as certain components being configured as part of a distributed computing system.
[0130] The machine-readable media may comprise a number of software modules. The
software modules may include a transmission module and a receiving module. Each
software module may reside in a single storage device or be distributed across multiple
storage devices. By way of example, a software module may be loaded into RAM from a
hard drive when a triggering event occurs. During execution of the software module, the
processor may load some of the instructions into cache to increase access speed. One or
more cache lines may then be loaded into a special purpose register file for execution by
the processor. When referring to the functionality of a software module below, it will be
understood that such functionality is implemented by the processor when executing
instructions from that software module. Furthermore, it should be appreciated that aspects
of the present disclosure result in improvements to the functioning of the processor,
computer, machine, or other system implementing such aspects.

[0131] If implemented in software, the functions may be stored or transmitted over as
one or more instructions or code on a computer-readable medium. Computer-readable
media include both computer storage media and communication media including any
storage medium that facilitates transfer of a computer program from one place to another.
[0132]  Further, it should be appreciated that modules and/or other appropriate systems for
performing the methods and techniques described herein can be downloaded and/or otherwise
obtained by a user terminal and/or base station as applicable. For example, such a device can
be coupled to a server to facilitate the transfer of computer applications for performing the
methods described herein. Alternatively, various methods described herein can be provided
via storage systems, such that a user terminal and/or base station can obtain the various

methods upon coupling or providing the storage system to the device. Moreover, any other
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suitable technique for providing the methods and techniques described herein to a device can
be utilized.

[0133] The computer program controls input and operation of the device. The computer
program includes at least one code segment stored in or on a computer-readable medium residing
on or accessible by the device for instructing the computing elements, and any other related
components to operate in the manner described herein. The computer program is preferably stored
within the memory and comprises an ordered listing of executable instructions for implementing
logical functions in the device. However, the computer program may comprise programs and
methods for implementing functions in the device that are not an ordered listing, such as hard-
wired electronic components, programmable logic such as field-programmable gate arrays
(FPGAs), application specific integrated circuits, or other similar or conventional methods for
controlling the operation of electrical or other computing devices.

[0134] Similarly, the computer program may be embodied in any computer-readable medium
for use by or in connection with an instruction execution system, apparatus, or device, such as a
computer-based system, processor-containing system, or other system that can fetch the
instructions from the instruction execution system, apparatus, or device, and execute the
instructions. The computer-readable medium may even be paper or another suitable medium upon
which the program is printed, as the program can be electronically captured, via for instance,
optical scanning of the paper or other medium, then compiled, interpreted, or otherwise processed
in a suitable manner, if necessary, and then stored in a computer memory.

[135] FIGS. 4A and 4B are schematic diagrams illustrating example embodiments of a
system comprising nodes and users that may be involved in a smart system for funding companies
in a funding model utilizing one or more smart contracts on a distributed ledger technology
platform as described herein. A node is a connection point in a communications network and allow
users to interact with the network. Each node is an endpoint for data transmissions or redistribution.
Nodes have either a programmed or engineered capability to recognize, process and forward
transmissions to other network nodes As illustrated in FIG. 4A, in some embodiments, a smart
funding platform 400 can comprise one or more registered agent (RA) or dealer nodes 402, one or
more investor nodes 404, one or more asset owner (depositor or seller of fungible tokens) nodes
406, and/or a central authority node 408, which can be in communication with one another through

a network 410. The investor nodes 404 may be used by users (investors) subscribing to the
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platform to find and invest in tokens of interest to the investor. The owner (seller) nodes 406 are
held by users who wish to deposit fungible tokens into the system. The central authority node 408
is held by the issuer of the depositary tokens. In some embodiments, one or more of the RA
node(s) 402, investor node(s) 404, asset owner node(s) 406, and central authority node 408 can
comprise nodes on a DLT platform 412 on which the smart platform, one or more smart contracts
and smart contract outputs thereof, and/or one or more private data sharing channels may be
implemented. In some embodiments, the DLT platform 412 can be configured to facilitate the
filing, tracking, management, communications, notifications, or the like of the token trust as
described herein. In some embodiments, the system 400 may also include an external system 418
as described below with regard to Fig. 4B.

[136] As illustrated in FIG. 4B, in some embodiments of a token trust 405, one or more
investor systems 414 may not comprise access to the DLT platform 412. Rather, the one or more
investor systems 414 can be configured to communicate with one or more RA nodes 402
comprising a DLT platform 412 through a separate network 416, for example through an
application programming interface (“API”). As such, in some embodiments, one or more investor
systems 414 may not be on the DLT itself. For example, small individual investors may be able to
purchase depositary tokens from a registered agent or dealer in the distributed network, who is
authorized to negotiate terms and conditions of the smart contracts on behalf of small investors.
The RA may negotiate the terms and conditions prior to or after engaging with investors not on
the DLT itself. For example, the RA may offer depositary tokens for purchase by public investors
in publicly available exchanges and/or buy depositary tokens for resale to other investors. Further,
in some embodiments, a central authority node 408 can be configured to maintain a separate
external system 418. In some embodiments, the separate external system 418 can be in
communication with the central authority node 408 through a separate network connection 420,
such as an API, for example for purposes of maintaining legally valid versions of securities based
on the depositary tokens. In some embodiments, the smart filings on the DLT itself can be the
legally valid and canonical version of the filings. In embodiments, the external system may also
include modules for managing the system that are desirably kept separate from the distributed
ledger. For example, owner confidential information and pre-issuance activities such as valuation
of and administering depositary tokens (e.g. blocks 220 and 250 of Figures 2A and 2B) may be

held in the separate external system. In other embodiments, the smart funding platform may
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comprise a combination of investors 404 with nodes on the distributed ledger and investors 414
without nodes on the distributed ledger.

[137] The system and methods described herein may be used for private offerings, public
offerings or combinations thereof. For example, depositary tokens as described herein may be
offered to a limited number of private capital entities. In other embodiments, the depositary tokens

may be publicly traded.
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CLAIMS

1. A system for administering digital assets in a decentralized network, the system
comprising a non-transitory computer readable medium and one or more processors, the system
being configured to:

receive, from a first depositor account, a first set of one or more fungible tokens;

generate a smart contract configured to

in response to receiving the first set of fungible tokens, generate a set of N1 fungible
depositary tokens associated with the first set of fungible tokens, wherein N1 represents the
number of depositary tokens collectively representing 100% of the ownership of the first set of
fungible tokens;

receive, from a first networked node, a first bid for one or more of the depositary tokens
from a first investor;

determine an amount of the depositary tokens to allocate to the first investor based on the
first bid;

allocate the amount of the depositary tokens to the first investor;

wherein the system further comprises a distributed ledger for recording bids for the one
or more of the depositary tokens and respective allocated depositary tokens, wherein the

distributed ledger is accessible by the first networked node.

2. The system of claim 1 wherein the first set of fungible tokens comprises a set of units of a
cryptocurrency.
3. The system of claim 1 wherein the smart contract is accessible to the first networked

node, wherein the smart contract further comprises

a payout triggering event; and

a plurality of predetermined electronic actions for generating a smart contract output
when the payout triggering event is met, wherein the smart contract generates a payout to a user
automatically when the payout event is triggered,
and wherein the execution of the smart contract is recorded to the distributed ledger.
4. The system of claim 3, wherein the payout triggering event is based on revenue or
income associated with monetization of the first set of fungible tokens.
5. The system of claim 4, wherein the payout triggering event is based on sale of a

depositary token representing fractional ownership of the first set of fungible tokens and the
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payout is income associated with the sale and is paid to a depositor of the first set of fungible
tokens.
6. The system of claim 4, wherein the payout triggering event is based on resale of a
depositary token representing fractional ownership of the first set of fungible tokens by a first
investor in the depositary token to another investor and the payout is income associated with the
sale and is paid to the first investor.
7. The system of claim 1, further comprising a distributed network of nodes wherein the one
or more processors are configured to execute the program instructions to cause the computing
system to:

receive, from a plurality of networked nodes, a plurality of bids for one or more of the
depositary tokens from a plurality of investors,

determine an amount of the depositary tokens to allocate to each of the plurality of
investors based on the respective bid from each of the plurality of investors;

allocate the amount of depositary tokens to each of the plurality of investors;
wherein the system further comprises a distributed ledger for recording bids for the one or more
of the depositary tokens and respective allocated depositary tokens, wherein the distributed
ledger is accessible by the plurality of networked nodes.
8. The system of claim 1, wherein the system is further configured to

receive a plurality of N" additional sets of fungible tokens from a plurality of depositor
accounts;

generate a plurality of N" smart contracts, each configured to

in response to receiving an additional set of fungible tokens, generate N additional sets
of fungible depositary tokens, each additional set of depositary tokens comprising a number of
depositary tokens which collectively represent 100% of the ownership of each additional set of
fungible tokens;

to provide a plurality of sets of depositary tokens, each set of which represents one of the
plurality of additional sets of fungible tokens.
9. The system of claim 8 wherein each additional set of fungible tokens comprises a set of
units of a cryptocurrency.
10.  The system of claim 8 wherein each smart contract further comprises

a payout triggering event; and
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a plurality of predetermined electronic actions for generating a smart contract output
when the payout triggering event is met, wherein the smart contract generates a payout to a user
automatically when the payout event is triggered,
and wherein the execution of the smart contract is recorded to the distributed ledger.

11. The system of claim 8, wherein the system is further configured to

aggregate the N1 depositary tokens and at least one set of N" depositary tokens into a
pool of depositary tokens; and

generate a set of pooled depositary tokens, wherein each of the pooled depositary tokens
comprises a fractionalized interest in the pool of depositary tokens representing a proportional
amount of the N1 and N" depositary tokens.

12.  The system of claim 11 wherein each smart contract further comprises

a payout triggering event; and

a plurality of predetermined electronic actions for generating a smart contract output
when the payout triggering event is met, wherein the smart contract generates a payout to a user
automatically when the payout event is triggered,
and wherein the execution of the smart contract is recorded to the distributed ledger.

13. The system of claim 12, wherein the payout triggering event is based on revenue or
income associated with monetization of the first set of fungible tokens or any of the N" additional
sets of fungible tokens.

14. A non-transitory computer readable storage medium comprising program instructions
embodied therewith;

wherein the program instructions cause a distributed networked computer system for
managing fungible tokens, the distributed network computer system comprising a distributed
ledger and one or more processors configured to execute the program instructions to:

receive, from a first depositor account, a first set of one or more fungible tokens;

generate a smart contract configured to

in response to receiving the first set of fungible tokens, generate a set of N1 fungible
depositary tokens associated with the first set of fungible tokens, wherein N1 represents the
number of depositary tokens collectively representing 100% of the ownership of the first set of

fungible tokens;
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receive, from a first networked node, a first bid for one or more of the depositary tokens
from a first investor;

determine an amount of the depositary tokens to allocate to the first investor based on the
first bid;

allocate the amount of the depositary tokens to the first investor;

wherein the system further comprises a distributed ledger for recording bids for the one
or more of the depositary tokens and respective allocated depositary tokens, wherein the
distributed ledger is accessible by the first networked node.
15.  The non-transitory computer readable storage medium of claim 14 wherein the first set of
fungible tokens comprises a set of units of a cryptocurrency.
16.  The non-transitory computer readable storage medium of claim 14 wherein the smart
contract is accessible to the first networked node, wherein the smart contract further comprises

a payout triggering event; and

a plurality of predetermined electronic actions for generating a smart contract output
when the payout triggering event is met, wherein the smart contract generates a payout to a user
automatically when the payout event is triggered,
and wherein the execution of the smart contract is recorded to the distributed ledger.
17. The non-transitory computer readable storage medium of claim 16, wherein the payout
triggering event is based on revenue or income associated with monetization of the first set of
fungible tokens.
18. The non-transitory computer readable storage medium of claim 17, wherein the payout
triggering event is based on sale of a depositary token representing fractional ownership of the
first set of fungible tokens and the payout is income associated with the sale and is paid to a
depositor of the first set of fungible tokens.
19. The non-transitory computer readable storage medium of claim 17, wherein the payout
triggering event is based on resale of a depositary token representing fractional ownership of the
first set of fungible tokens by a first investor in the depositary token to another investor and the
payout is income associated with the sale and is paid to the first investor.
20.  The non-transitory computer readable storage medium of claim 14, wherein the system
further comprises a distributed network of nodes and wherein the one or more processors are

configured to execute the program instructions to cause the computing system to:
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receive, from a plurality of networked nodes, a plurality of bids for one or more of the
depositary tokens from a plurality of investors,

determine an amount of the depositary tokens to allocate to each of the plurality of
investors based on the respective bid from each of the plurality of investors;

allocate the amount of depositary tokens to each of the plurality of investors;
wherein the system further comprises a distributed ledger for recording bids for the one or more
of the depositary tokens and respective allocated depositary tokens, wherein the distributed
ledger is accessible by the plurality of networked nodes.
21.  The non-transitory computer readable storage medium of claim 14, wherein the one or
more processors are configured to execute the program instructions to cause the computing
system to

receive a plurality of N" additional sets of fungible tokens from a plurality of depositor
accounts;

generate a plurality of N" smart contracts, each configured to

in response to receiving an additional set of fungible tokens, generate N" additional sets
of fungible depositary tokens, each additional set of depositary tokens comprising a number of
depositary tokens which collectively represent 100% of the ownership of each additional set of
fungible tokens;

to provide a plurality of sets of depositary tokens, each set of which represents one of the
plurality of additional sets of fungible tokens.
22.  The non-transitory computer readable storage medium of claim 21 wherein each
additional set of fungible tokens comprises a set of units of a cryptocurrency.
23.  The non-transitory computer readable storage medium of claim 21 wherein each smart
contract further comprises

a payout triggering event; and

a plurality of predetermined electronic actions for generating a smart contract output
when the payout triggering event is met, wherein the smart contract generates a payout to a user
automatically when the payout event is triggered,
and wherein the execution of the smart contract is recorded to the distributed ledger.
24.  The non-transitory computer readable storage medium of claim 21, wherein the system is

further configured to
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aggregate the N1 depositary tokens and each set of N" depositary tokens into a pool of
depositary tokens; and

generate a set of pooled depositary tokens, wherein each of the pooled depositary tokens
comprises a fractionalized interest in the pool of depositary tokens representing a proportional
amount of the N1 and N" depositary tokens.
25.  The non-transitory computer readable storage medium of claim 24 wherein each smart
contract further comprises

a payout triggering event; and

a plurality of predetermined electronic actions for generating a smart contract output
when the payout triggering event is met, wherein the smart contract generates a payout to a user
automatically when the payout event is triggered,
and wherein the execution of the smart contract is recorded to the distributed ledger.
26. The non-transitory computer readable storage medium of claim 25, wherein the payout
triggering event is based on revenue or income associated with monetization of the first set of
fungible tokens or any of the N" additional sets of fungible tokens.
27. A method for administering digital assets in a decentralized network, the method
comprising

by a distributed network computer system comprising a distributed ledger; a non-
transitory computer readable storage medium having program instructions embodied therewith;
and one or more processors configured to execute the program instructions, the computer system

receiving, from a first depositor account, a first set of one or more fungible tokens;

generating a smart contract configured to

in response to receiving the first set of fungible tokens, generate a set of N1 fungible
depositary tokens associated with the first set of fungible tokens, wherein N1 represents the
number of depositary tokens collectively representing 100% of the ownership of the first set of
fungible tokens;

receiving, from a first networked node, a first bid for one or more of the depositary
tokens from a first investor;

determining an amount of the depositary tokens to allocate to the first investor based on
the first bid;

allocating the amount of the depositary tokens to the first investor;
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recording bids for the one or more of the depositary tokens and respective allocated
depositary tokens in the distributed ledger, wherein the distributed ledger is accessible by the
first networked node.
28. The method of claim 27 wherein the first set of fungible tokens comprises a set of units
of a cryptocurrency.
29. The method of claim 27 wherein the smart contract is accessible to the first networked
node and the smart contract further comprises

a payout triggering event; and

a plurality of predetermined electronic actions for generating a smart contract output
when the payout triggering event is met;

generating by the smart contract a payout to a user automatically when the payout event
is triggered;

recording execution of the smart contract to the distributed ledger.
30. The method of claim 29, wherein the payout triggering event is based on revenue or
income associated with monetization of the first set of fungible tokens.
31 The method of claim 30, wherein the payout triggering event is based on sale of a
depositary token representing fractional ownership of the first set of fungible tokens and the
payout is income associated with the sale and is paid to a depositor of the first set of fungible
tokens.
32. The method of claim 30, wherein the payout triggering event is based on resale of a
depositary token representing fractional ownership of the first set of fungible tokens by a first
investor in the depositary token to another investor and the payout is income associated with the
sale and is paid to the first investor.
33. The method of claim 27,

wherein the computer system further comprises a distributed network of nodes, the
computer system

receiving, from a plurality of networked nodes, a plurality of bids for one or more of the
depositary tokens from a plurality of investors,

determining an amount of the depositary tokens to allocate to each of the plurality of
investors based on the respective bid from each of the plurality of investors;

allocating the amount of depositary tokens to each of the plurality of investors;
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wherein the system further comprises a distributed ledger for recording bids for the one or more
of the depositary tokens and respective allocated depositary tokens, wherein the distributed
ledger is accessible by the plurality of networked nodes.
34. The method of claim 27, further comprising

receiving a plurality of N additional sets of fungible tokens from a plurality of depositor
accounts;

generating a plurality of N" smart contracts, each configured to

in response to receiving an additional set of fungible tokens, generate N" additional sets
of fungible depositary tokens, each additional set of depositary tokens comprising a number of
depositary tokens which collectively represent 100% of the ownership of each additional set of
fungible tokens;

providing a plurality of sets of depositary tokens, each set of which represents one of the
plurality of additional sets of fungible tokens.
35. The method of claim 34 wherein each additional set of fungible tokens comprises a set of
units of a cryptocurrency.
36. The method of claim 34 wherein each smart contract further comprises

a payout triggering event; and

a plurality of predetermined electronic actions for generating a smart contract output
when the payout triggering event is met;

generating by the smart contract a payout to a user automatically when the payout event
is triggered; and

recording execution of the smart contract is to the distributed ledger.
37. The method of claim 34, further comprising

aggregating the N1 depositary tokens and at least one set of N" depositary tokens into a
pool of depositary tokens; and

generating a set of pooled depositary tokens, wherein each of the pooled depositary
tokens comprises a fractionalized interest in the pool of depositary tokens representing a
proportional amount of the N1 and N" depositary tokens.
38. The method of claim 37 wherein each smart contract further comprises

a payout triggering event; and
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a plurality of predetermined electronic actions for generating a smart contract output
when the payout triggering event is met,
generating a payout to a user automatically when the payout event is triggered; and
recording execution of the smart contract to the distributed ledger.
39. The method of claim 38, wherein the payout triggering event is based on revenue or
income associated with monetization of the first set of fungible tokens or any of the N" additional
sets of fungible tokens.
40. A system for administering digital assets in a decentralized network, the system
comprising a non-transitory computer readable medium, one or more processors, a distributed
network of nodes and a distributed ledger accessible by the plurality of networked nodes, the
system being configured to:

receive a plurality of N" sets of fungible tokens from a plurality of depositor accounts;

generate a plurality of N" smart contracts, each configured to

in response to receiving one of the N sets of fungible tokens, generate a set of fungible
depositary tokens, each set of depositary tokens comprising a number of depositary tokens which
collectively represent 100% of the ownership of each set of fungible tokens;

to provide a plurality of N" sets of depositary tokens, each set of which represents one of
the plurality of sets of N" fungible tokens;

receive, from the plurality of networked nodes, a plurality of bids for one or more of the
depositary tokens from a plurality of investors,

determine an amount of the depositary tokens to allocate to each of the plurality of
investors based on the respective bid from each of the plurality of investors;

allocate the amount of depositary tokens to each of the plurality of investors;

record bids for the one or more of the depositary tokens and respective allocated
depositary tokens to the distributed ledger;

wherein each smart contract further comprises defining a payout triggering event based
on revenue or income associated with monetization of any of the N" sets of fungible tokens; and
a plurality of predetermined electronic actions for generating a smart contract output when the
payout triggering event is met, wherein the smart contract generates a payout to a user
automatically when the payout event is triggered; and

execution of the smart contract is recorded to the distributed ledger.
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ABSTRACT
A distributed system using a decentralized ledger and method for generating, transferring, and

redeeming fractionalized interests in digital assets such as fungible tokens.
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